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AVL data may be used for purposes such as: 
■ verifying information or investigating a complaint or concern about a staff

member;
■ investigating a vehicle collision or other vehicular incident; and
■ alerting management where staff and/or the public is at risk, such as unsafe

driving.

Live monitoring of AVL location data will only be used to address operational needs, 

security or maintenance of the Province’s vehicles, or the safety of its employees or the

public. Information obtained during live monitoring may where appropriate become part 

of an investigation into employee performance, but the employer shall not initiate 

access to live data for the purpose of searching for undiscovered performance events. 

AVL data may be used in performance management, but not as the first source of 

information, unless the AVL system flags behaviours that place the safety of an employee 

or the public at risk (i.e., speeding, travel without seat belt use). 

Management will make every effort to use the least intrusive method or source of 

information available when investigating performance management concerns. 

Data Retention 

All electronic data collected by the system is securely kept on line. There is a three-year 

time limit for accessing AVL data stored online. 

Printed reports from the AVL system will be retained by the user group in a secure 

location and stored in accordance with the requirements of the Canada Revenue agency, 

as well as Branch archiving procedures and schedules. 

System Data and Confidentiality of Personal Information 

The AVL system records data as described in "Appendix A" of this policy. The system 

records information associated with the use of the vehicles. This use may include 

personal use including travel directly from an individual's residence which could result in 

personal information being collected, namely the home address of an individual. The 

home address of an individual is considered to be personal information and is protected 

by FIPPA. 

The Oath of Office is a solemn promise by government employees to discharge their 

duties responsibly and to refrain from disclosing any information which may come to 

them by reason of their employment in the government services. 

All Provincial employees shall maintain the confidence of AVL data in accordance with 

this policy, the Oath of Office and FIPPA. 
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